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1. Introduction

1.1 Brief introduction of 701 Server and 701 Client

701 Server and 701 Client are multiple language and true 32-bit software package that runs under
Windows 98, 2000, NT, XP, Win7, Win Server 2003/2008, Vista and is for all SOYAL Proximity
Access Control off-line networking systems.

The 701 Server is a dedicated software program that provides with mainly communication port
selection, data collection, system components physical connection, and all the controller’s
parameter settings. With the TCP/IP remote access ability, this feature can support remote location
configuration and data collection. Through the NetBEUI protocol and Local Area Network, the
Server Computer and Client Computers can be spread throughout many offices and buildings;
authorized users can monitor the system by using either Server Computer or Client Computer in
their offices.

The 701 Client is a software program that dedicates the software tools for Door Access Control,
Time & Attendance, Payroll, Elevator Control, Car Park Control, Access Records Reports, Time &
Attendance Daily/Monthly Reports, Projects Management and Operators Authority Level Control.
System also provides with the ability to import bitmap files for photos.

1.2 Menu Bar content
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1.3 Tool Bar content
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2. Installation

Install the 701 Server: Before installing the Server, make sure both the reader and the controller
are well set, the controller is also connected to the computer via a converter or Ethernet. Insert the

CD-to-CD ROM.

Step 1: Run file [ 701ServerSetup.exe ] for the following windows:

File Edit Miew Favorites Tools  Help

EBack - = - (5] @ssarch |rodes B | T X o | B

wddress II:I software

olders x & B

[ == o,
Jeskbop I@ I 52
ﬁ My Documents 701Clents,..  F01Server... Met727Set...
D My eBiooks

----- LE My Pictures

% My Compuber
+-24 314 Floppy (4]
H =) w2000 C:)
*-=3 Databisk (D)
=3 RECOVER (E2)
=B sovaL (Fy

i {l] dema file
L_'_'I easy guide
1'.:1 en manual
B Film
I:I images
1 manual

D software update statement

Step 2: Follow the on-screen instructions to click [ NEXT ] until [ Setup Finished ]

to be Shown on windows

Welcome to the InstallShield Wizard for
70 5erver

The InstallShield Wizard will install 701 Server on your

computer. To continue, click Mest.

Back [ Mest> J[

Cancel ]

InstallShield Wizard Complete

Setup haz finizhed installing 7015 erver on pour computer.

Cancel

Step 3:Click [ Finish ] to complete the installation.



Step 4: Operator can execute from Start \ Programs \ Soyal Software \ 701 Server.

Step 5: Click the 701 Server Icon £/ twice to access the Server on the down right corner of the
windows.

{ Bl Seffing View Help
‘.@-11 #h 2 e el 3
iCom LAN ~ Line

Login Name |supervisur
Password |’'"‘'"‘'"‘""""""""""""Ir
O L) @ conem

he sotEwars 3 ih Sharge at Eh! corrmuricasicn of |Ua Bad
cottrollers anc cuscomar's svezer Inszal 2t on b usprit -
Duch am cormenanication park =etking, detm coll=ck on, Pl
ooqtroller caramecer 28t ng, maden dizl-up, Etherast = ‘ i
sbruckurm, “hacoep nf enecnse=in g aksb.s N

e .in
 Ocfoult Log i Mamc: stc"usj‘r}"

—— - - e———— p—
! Metan F'n:q:wn*ﬂ‘._r:nnmlﬂfr : VTG DAL Rn-aerrie
|Ready NUM OVR

The system will ask to login.

0 There are two sets of default login. One is [ supervisor ] (Operator 1), the other is
[ soyal ] (Operator19). Please note the factory settings both on the [Login Name]
and [Password] is [ supervisor ] or [ soyal ].

@ Click Login to exit.



3. Operator Management

6 7018erver Qperator Anthorization Edit 6

: Fle  Betting ¥iew | Help g@penaltur# o0z v) éccess Level 63 VD
A &2 o ¥ | Ahbout «:H-H‘
iCom LAN L iz Login 9 Login Name i 3\ ‘ Max 18 Number or Alphabet

izating @
‘ SOYA‘:‘I’(AE&MM& ) | Password “"""1 |

Areess Level

After initialing login with the factory settings (the highest level), users can reset their own favorite [Login
Name] and [Password]. The Steps are as follows:

0 Choose Authorization under the Help menu item, then as shown below.
@ Select operator number.

Select a favorite [ Login Name ] and [ Password ].
@ Select Access Level. (See Also: Access Level under the Help menu item)
@ Click [Save] to complete NEW settings.

The [ Login Name ] and [ Password ] consist of any combination of up to 18 characters or 9 Chinese
characters. Access Level means a limitation of authority to access the 701 Server, the range is from 0 ~
63. Access Level 63 is then highest management. Rank access levels from high to low in order of
numerals, and 0 is the lowest access levels. The system can support up to 120 Operators that the
highest management is also included.

NOTE: Only the operator with access level 63 can login to add/delete/ modify other operators. Operator
with access level lower than 63 can login to modify only its own Login Name and Password.

4. Access Level
The system provides operators with different access levels ranged from 0 to 63 to manage the software.
Click Access Level under the Help menu for the following Dialog Box:

Help P _El
W About
25 Login Online State => g0 +
Anthorization Setting => (10
Aigoess Level | Access Level => (20 +

‘ Yes ‘ ‘ Cancel ‘

An operator with a proper access level is always recommended (63 is the highest level).

1. Online State: 00~63. This level is the permission to view Controller on/off line status

2. Setting: 00~63. This level is the permission to view/modify Com Port/ LAN Base/ Controller
Parameter Setting

3. Access Level: 00~63. This level is the permission to modify Access Level permissions
5



Here will show one example about Access Level Operation
Step1 After Login 701Sever with the Operator with access level 63,
Modify Help-->Access Level as follows: Online State =>22, Setting=>24, Access Level=>18

Access Level

Online State => |22 |«

Setting => |24 ¥
Access Level =2 |1EI b

Step2 Add new Operator002 with login name “sammi” and password “sammi” when login with the
operator with access level 63, you can set different operator level to check the difference as below

A. When the Operator 002 with login level 17 less than Access Level 18, after login 701Sever again with
Operator 002 , the result that the Icon” Access Level” become disable, that mean operator002 can not
access “Access Level” figure for setting.

Access Level |'z|
Operator Aunthorization Edit | Online State => |22 Help
- | About
- Settin =y 24 the result 4 i
Operator# (002 v | Access Level \ less than 3 il Login
:‘@ ; < @ccess Level => |18 V} '—-S | Authorization |

Login Mame |sammi ‘ Max 18 Number or Alphabet i . (] AcoessLevel )
Password |""""’"1 HI Save |] [ Exit ] Yes l Cancel }

B. When the operator 002 with login level 23 less than Setting level 24, after login 701Sever again with
Operator 002, the result that all icon for setting become disable, that mean operator002 can not access
all setting to view/modify any parameter

Operator Authorization Edit

LAN Chart = |22 =

o O wss than i
Lagin Name _aarnmﬂ Max 18 Number or Alphabet < Access Level => :‘H_l v

Password el Save
E Yes Cancel

C. When the operator 002 with login level 21 less than Online State level 22, after login 701Sever again
with Operator 002, the result that all icon for setting become disable, that mean operator002 can not
access “Line” to check device status.

izati i i Access Lével [X]
Operator Anthonization Edit % i
Operator # Access Level less than ( —
:8 < Setting => |24 ¥ L
Login N i "
ogin Name !Sﬂml‘l‘ll | Max 18 Number or Alphabet Accessievel = 18 BB ] 3

Password |"""‘"1 |L Save J[ Exit

Yes Cancel

Conclusion: When the login level of Operator is less than the level of activity, the operator can not
access that activity ; If the operator will have authority to access all activity , the operator level need to
be set higher than the level of activity




5. Communication Port & LAN Base Setting

The system can communicate with networking controller through COM. Port, Modem, TCP / IP or Via
Server PC.

e How to be on-line between PC and controllers?
Presupposition: controllers and on-line readers connect ok, and Node ID is set ok.
e How to set networking controllers and on-line reader’s Node ID?
Remark: Please refer to hardware user’s manual. Hereby brief explanation:
(1) Networking controller has Muti-door controller 7XXE and controller 725E/8XXE series.
7XXE’s Node ID is set by DIPswitch, and 725E/82XE is set by keypad.
(2) On-line reader’s Node ID is set by keypad.

5.1 Communication port setting via com port or TCP/IP

"
I
COM:1  COM:2  COM:3  COM:4 \
 COM:5  COM:6 " TCP/IP [ No Comm Part]

€ Via Modem
Via Server Computer Server Computer Path

G ¥ Polling Message From Controller ) 4 '
— |

Polling Interval 500ms

=, —7 L Cancel

0 Check whether the cable is well connected, and select Communication Port.
There are two communication ports COM: 1 and COM: 2 in the computer. For Com: 3, Com:4,
Com:5, Com:6 and TCP / IP, it will be available only after added with expanding accessories.
@ Click [ Polling Message From Controller ].

Select suitable [ Polling Interval ] to poll the messages from controller (recommended to set to
200ms).

@ Press [ Yes ] and to save all the settings, the S on the right down corner of the windows will flash

that indicates in normal communication. The color of Server lcon indicates the status of
communication.

(1) Red means TRANSMITTING.

(2) GREEN means RECEIVING.

(3) WHITE means IDLING.

(4) BROWN means COMMUNICATION ERROR.
Note:

If system configuration has via COM port and Ethernet at the same time, communication port must
select COM port.



5.2 How to be on-line between PC and controllers?
After the hardware connect ok, please follow below step.

Step1: Click Toolbar Icon ﬂ to set up LAN Base.

Server computer needs to know the type and the Node ID of controllers of the framework (LAN

base).
IP Address Port 0

@ 000 [727/747H V3 el o .o .0 .0 |0 (LAN BASE ]
(D001 | 727/747H v3 v/Owp! o.0.0.0 |0 AR-TxxjBxxE v
[“]002 |881E{82<EVS{T25Ev2{883E v [#p | 192.168. 1 .127 | [1621|| Mode Range (2]
L1003 |721}7571737H V3 v ! 0.0 .0.0 |0 000 - 007 v
[1o04 716E V3IEi v wp| 0.0 .0 .0 ||D 7}
[CJoos  [727j747H V3 “ el o.0.0.0 |0 v
L1006 |727/747H V3 v wp| 0.0 .0 .0 ||D
(o007 [727j747H V3 “ el o.0.0.0 |0 A Exit
.

@ Select [ LAN BASE ] to 7xxE/8xxE.

@ Select the Node ID that will be assigned to the controller. The computer can connect up to 255 sets

of controllers. Click the [Show Range] drop down list to select the Node ID range.

9 Click controller Node ID and select controller type from the drop down list when communication
type via COM Port and then click IP and enter IP Address and Port when communication type via
TCP/IP

@ Click [ Yes ] to save settings.

Note:

(2) When communication type via TCP/IP, we must click IP and enter IP address and TCP/IP port. Two
condition:
Condition 1: If head office and subsidiary company is in same LAN, IP Address can be fictitious.
Condition 2: If head office and subsidiary company is not in same LAN, IP Address of Subsidiary
company must be virtual and fixed so that head office monitors its remote subsidiaries
with an expanding TCP/IP. Note: IP Address is a site address that applied from the local
telephone office.



© Not support Anti-pass-back, lift control, Time zone and Door group.

© Please note transaction record just show normal access Message, without the message from
invalid card and Push button.

© It can be used together with AR-716E series, AR-829E and AR-821EF networking controller

through parallel installation.



5.4 Communication port setting via Server Computer

The Client Computer shall select the [Server Computer Path] communicate with controller. Click
Server Path to choose the path to Server Computer. Assign [ Server Path ] to Server Computer via
Network Neighborhood.

Note:
1. We name the computer that connect to Controller Server Computer, and name other computer Client
Computer via Network Neighborhood.
2. Server Computer and Client Computer install both 701 Client and 701 Server software.
3.
a. Communication port of Server Computer selects COM port or TCP/IP and click [ Polling
Message From Controller ].
b. Communication port of Client Computer selects “via server Computer” and direct to server path
and don’t click [ Polling Message From Controller ].

Client PC \ / Client PC

AR-T16E

B : BYAL ol il
= ARFDMCM e T

Server PC ! l

AR-T2MH AR-T21H

10



Step 1: Please share Server Computer’s path C:\program files\ 701 Server and C:\program files\
701 Client to Client Computer. (Sharing setting depends on operating system; therefore, we
don’t explain how to sharing hereby)

Es 21|

Opén General Sharing | Web Shaing| Customizz |

e Local shating and security
- = { i

Jearch:. tt}}J 1= ~ 1 Toshae this foldet with other users of this computer

: 4,3 orly, drog it the Shared Docuavenis folder.

TR, Ta make this folder and its sublolders privale so that
‘??'?DISM.TU"(T} only you have access, select the following check box.
|y | [T Make thisfolder private
‘??? "7015erver.rar" 7777 i~ Network shaning and security
& Scan selected files with Antivir # Ta shate this loldet with both network Users and other

pyy usets of this computer, select the first check box below

Send To 3 and lype 3 share name. ~1 1
L : _  Step)2-)

cut ¥ Share this folder on the network —-‘-T

Copy Shase nanme J?EﬂSemar Step 35
= b v Allosw t

oAt v network users to change my

Del | Leam mote ebout sharing and secuity.

Rename i) Windows Fiiewal is configured Lo allow this folder o be shared
- with cthar computers on the network.

it bt View your Windows Firewall setiings

ok | cancel eoob |

Step 2: Client PC’s communication port setting
0 Click [ Via Server Computer ].
Direct to server path.
@ Don’t click [ Polling Message From Controller ].

O Ciick [ Yes].
 COM:1 " COM:2 " COM:3 o COM:4

" COM:5 " COM:6 " TCP{IP [ No Camm Port ]
0 £ Via Modem

(f" Via Server Cumputea/( Server Computer Path )

[WCarol-pci701Server

‘(I_ Polling Message From Cuntrulle) i !

Polling Interval 200ms

)' Cancel

Step 3: Be sure that Server PC and Client PC support “NetBEUI” protocol.

11



Step 4: Client Computer’s project files management setting

0 Direct to Server Computer’s project files management path
@ ciick [ Save].

[Default

Wicarol-pci701Clientt |

WCarol-pci701Servert |
User Card [Carol-pci701 ClientiDefault.usr al
Door Group I\\Carol—pc\?(]l ClientiDefault.grp G|
Time Zone I\\Carol—pc\?ol ClientiDefault.zon @l
Holiday I\\Carol—pc\?[]l ClientiDefault.hol Gl
Attendance I\\Carol—pc\?(]l ClientiDefault wrkName @l

I\\Carol—pc\?(]l ClientiDefault.dor

cess Level I\\Carol—pc\?[]l ClientiDefault.acc

i\\CaroI—pc\?Ul ClientiDetault.sly

Save As. | e Load... | @(v‘ Save j

Step 5: Close 701 Client windows and execute 701 Client again.

12



6. Lan Chart
e 3

Check the ON/OFF line status of the system devices; click Toolbar 'Lin& for the following tree
structure:

-
As indicated, the system has one set of AR-829E
controller (Node ID 001) and two sets of AR-716EV2 E\ﬁ
controllers (Node ID 002 and 003). -6 727Ev2(003)
-9 727Ev2(002)
- 8x<E[001)

(1) White [ ? ] means devices ON or OFF not stable.
(2) Blue [Y ] means devices ON line.
(3) Red [ X]means devices OFF line.

Click Exit to exit this sub-menu.

Exit

13



7. T16E Parameter

7.1 Program on-line reader location
Program on-line reader location, and assign on-line reader Node ID, door number & parameter
setting.

Before on-line reader installation, fill up the “AR-716EV2/716Ei & 721H/727H System Setting
Table” for the record. NOTE: See AR-721H / AR-727H user’s guide for more information.

Step:1

w
Press | = | and master code follow an

Step:2

Enter [0] [0] [~ ] [0] [0o] [1] [#]

Range 001~254. Default setting: NNN= 001
Step:3

Press [#]

7.2 How to enter 701E / 716E parameter setting
How does the Server receive the Data information from the controller and the reader?

Click Tool Bar Icon E (701E / 716E parameter) for the windows:

F‘ 1B Parametic @!

.Rea.d

@ad From Controller |2 | (flode IDD

e G

0 Select controller number
@ Ciick [Read ].
Click [ Read ] for only one controller; otherwise, fill up the Controller Number that designated, for

example 001 & 002 indicates Controller 1 & Controller 2; then click [ Read ].
14



7.3 On-line Reader

5»._,_.__..?..-: s ' @

e S

Time-scheduled Cutput | DI Input ¥.5. Relay Output Connection | Parking Space
| Eead On-line Reader | Door Humber || Duress Code | Reader Relay we 716E Eelays |

eﬂew Wode fddress [ 9 | FEW Version: 1|:|.DP@ [ Clear Me N ]
Feader 1-8 -
001 oz [Jooz  [Joo4

[oos  [Joos  [Joo7  [Joos

[ E: dnti-passhack Err ¢/ K40 larm

T [] Enable Luto Open iZanebd)
bRl [] Enable Luto Disarming (Fone 52
Cloos  CJoio o1t OM2 | Reader LCD Show : DeiMonth
[Jo1z  [Joi4  [Jois  [Joie  |[JDI Active Releass Al Doors
Lo Reset Anti-Fass (Fone:61)
] 0 K2 Whils Reader Off Line

9

[ .l‘.?'ifritel | [ Comeel |

@ There are two Channels, Channel 1 & Channel 2, on the controller, each Channel can connect up
to 8 readers. From above, for example, there are two readers connected to Channel 1 with

Reader 001 & Reader 002, then click [ 001 ] & [ 002 ].
@ There provide 7 advanced feature on the right column, Click which feature you will need

(1) K3 Anti-passback Err/K4 Alarm: Once this item is chose, violate anti-pass back feature will
activate K3 Relay, and for each alarm relay of the reader that connected to this controller is
activated will also activate the K4 Relay. The K3/K4 Relays activated time based the time setting
(000 ~ 250 seconds) on sub-menu [ DI INPUT V.S. RELAY OUTPUT ].

(2) Enable Auto Open (Zone: 63): Once this item is chose, the specified reader(s) will be in
LATCH-OFF mode based on the time periods specified on the Time Zone 63 and other linked
Time Zones if any. Additionally, each Specified Readers has to be set to enable Auto Open
feature using Command 20 from 721H’s keypad and command 32 from 727H’s keypad.

Note: Once the Auto Open Timing is beginning, the door relay of this reader will be in
LATCH-OFF mode after the first access. The door relay will automatically activate at the end of
this time period.

a. Define Time Zone in 701 Client\ Time Zone: Maintain Time Zone 063 as Auto Open Timing.
b. Enable Auto-Open function for Reader

For example
© AR-721H

Step 1:Press[+ | + [ 1] [2][3][4][5][6]+[#

Step 2: Enable AR-721H Auto Open by command 20*

15



| 20 * DDD #| #Default Value |

Function | Selection |Value|Application |
| Attendance | %0: Yes 1:No | 001 |Networking |
| Auto Re-lock | %0: Disable| 1: Enable | 002 | Networking/Stand-Alone |
_Autn Open B . eI N Disatﬂe__; 1: Enable || 004 :N_etwortiing.f_Starrd_-A_tcne |
fDﬂcr open buttoninput | O Disable | %1: Enable| 016 iNetworkinga’StaHd-A[one |
| Master Controller of Network | 30: Slave | 1:Mater | 032 |Networking |
;Ar;ceastxit | 30: Exit | 1: Access| 064 iM-:-:'u.-h.rr:mrking |
:Anti-paﬁs-back | 3%0: Disable| 1:Enable| 128 ._: Metworking |
Step 3: Press EI to exit programming mode
© AR-727H

Step 1:Press[* | + [1][2][3]|[4][5][6]+ [#]
Step 2: Enter 3.Parameters [1] = 2. Auto Open Zone - Select [1.“Yes”]
Step 3: Return to main menu and Press “6.Quit” to exit Programming mode

(3) Enable Auto Disarming (Zone: 62): Once this item is chose, the specified reader(s) will be
automatically in Disarming or Arming based on the time periods specified on the Time Zone 62
and other linked Time Zones if any. Note: Once the Auto Disarming Timing is beginning, the
readers will be in Disarming mode until end of the time period to become Arming mode.

(4) Reader LCD Show (Day/Month): Once this item is chose, the date format will be switch from
MM/DD/Hour/minute/second.

(5) DI 1 to Active Release All Doors: Release all the emergency exits if there is a fire event. This
function can be used to release the specified readers (doors) while in an emergency until after
making an access normally. Additionally, each specified reader(s) has to be set to enable Door
Release Button from its reader keypad.

(6) Auto Reset Anti-pass (Zone 61): Once this item is chose, the anti-pass-back will automatically
reset and restart. This means to disregard present entry/exit door status of card user and
resume the anti-pass-back feature. The momentary reset time is specified on the Time Zone 61.

(7) On K2 While Reader Off Line: Once this item is chose, and the k2 relay connect to alarm

device. When on-line reader which connect to controller is off-line with the controller, K2 will
be active alarm.

& Press [ Write ] to save all setting to Controller 716E

Clear Messages: Clear all messages in AR-716EV2 or AR-716Ei controller.

16



7.4 Door Number

Assign a Door Number (1 — 255) to each reader. In 701 Client software, user can assign a Door Name
for each Door Number. Please note the meanings of Reader Node ID and Door Number are different.
Door Number means number that assigned to each door, but Reader Node ID means number that
assigned to controller and reader. The Door Number can be repeated.

For example, there are two sets of AR-716EV2 controllers together with one set of AR-829E controller
in the Framework, and each AR-716EV2 controller connect 2 readers. Assign Reader Node ID “001”
& “002” to AR-716EV2 respectively, then Reader Node ID “003” to AR-829E reader. In fact, the factory
setting of 829E is 001. Remember the reader Node ID 003 has been assigned and it will not be able
to use to assign to other readers any more; otherwise, an abnormal communicating status will be

occurred. Setting Reader Number by Command 00.
Press [0 ] [0][*][N][N][N][#] (NNNmeans Reader Node ID.)

T01E Farameter @

Time-scheduled Cutpat || DI Input W5 Relay Cutput Connection Parking Space

| Read On-line Reader | Door Number  Duress Code | Reader Relay vs 716E Relays |

0 fTeader 1-8 ™\
| |Readerl |1 |Reader2 |2 |Reader3 |3 |Resderd [4 |
Reader5 [5 |Readert [6 | Reader7 (7 |Readex8 [§ |

Feader 9-16
RBeader? [g  |Readerll §1|:| ';Resderll 11 ;Rea.derlﬂ 12

Beaderl? [13 |Readerld |14 ';Res.deﬂS 15 ;Rea.derllﬁ 15 _)

L
@ {Tiegand Reader | (Node 17) Wiezand Reader 2 (Node 10) )

Door Number  [17 | Door Number  [18 |
[ ] Antipass-back IN Door [ Antipass-back OUT Door
Al Tirming I3 iz Sensor) [ ldvmine M4 is feneeh
@ [ W | [ Comcel |

0 Input reader door number
1. Reader 1-8 is the door number of the CH1 RS-485 readers.

(The CH1 can connect to on-line reader Node ID 1-8).

2. Reader 9-16 is the door number of the CH2 RS-485 readers.
(The CH2 can connect to on-line reader Node ID 9-16).

Note: The above Door number can be both changeable.

@ 1. Node ID of WG reader port 1 is fixed to no.17 on the 716EV2/Ei PCB.

If enable anti-pass-back, Node ID 17 is fixed to be in door.

2. Node ID of WG reader port 2 is fixed to no.18 on the 716EV2/Ei PCB.
If enable anti-pass-back, Node ID 18 is fixed to be out door.

Note: The above Door number can be both changeable.

@ Press [ Write ].

17



7.5 Duress Code & Force On / Off Code

T01E Farameter @

| Time-scheduled Output | DI Input ¥ 5. Relay Output Connection | Parking Space |
Resd | On-line Resder | Door Number | DuressCode | Reader Relay vs 716E Relays |
@ (Foe omomCon b
tojunn | 2 |2z |
I EEEE |4 4444 | %
9 fTruress Code ™
Lo |2 (22 [
G 13333 | 4 (M4 | e
©
[ (Write ) || Cancel | Z=F

0 User can assign up to 4 Force On/Off Codes for all the readers that connected to this controller.
These codes can be used to on/off the relays on the controller After card access successfully, input

4 Force On/Off Codes, Relay Number, and F1 to activate (F2 to deactivate) a specified 716EV2/Ei

Controller Relay.

@ User can assign up to 4 Duress Codes for all the readers that connected to this controller. Instead
of user Card Code, input Duress Codes on reader panel for access, computer will instruct to open
door, at the same time a message will be sent for help.

9 Press [ Write ].
7.6 Reader Relay vs 701E Relays

Rea;:l

| Time-scheduled Catrnt |

Feader 1-16

Reader 1

v

| i Eelar wehile Eeader's Door Belay On

DI Tnpmt ¥ 3. Relay Onfont Connection |
| On-line Reader | Door Number | Duress Code | Reader Relay vs 716E Relays

_ Parking Space |

k1
[z
[xz
x4

mElans 2

[]EX-K1
[]EX-E2
[lEX-E3
CEx-K4

[1EX-K5
[lEX-K6
[1EX-K7
[1EX-K8

Node:01 (Relayl) |
Wode:02 (Felav) |

Node:04 (Relayd) |

?E@ ms  Node3 (RelavS)

?EIEIEI| mz  Mode:10 (Felawt)

MNode:03 (Eelay) I_'?EEEl mz  MNode:ll (Relay™)
T000| ms  Node:12 (Relayd)

| 7000]ms
[ 7000 ms
| 7000 ms
7000 ms

@(wnm} | [ Cancel |

0 Select reader number

@ User can assign up to 12 relays (AR-716EV3/Ei built-in 4 sets of relays of K1, K2, K3 ,K4 on the
controller and expansion AR-716E-1O have 8 relay of EX-K1~K8

Instead of using the outdoor use Reader Door Relay, user can use Controller Relay to open the
door that can increase the safety of the system.

@Press [ Write ].
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7.7 Time-Scheduled Output

The controller (7xx Series) can support 4 different bells, for example, company factory Regular TIME
IN/TIME OUT bells, Lunch TIME IN/TIME OUT bells.

From the Relays K1 ~ K4 on the controller, up to 12 designated Time-scheduled Outputs can be set per
day, 7 days a week. 000 means no activated time. The activated time of relays ranges from 001 ~ 250
seconds. As indicated below:

o@eekday Sunday vIHEsnge 0106 T (Faput Reley
(4% o e @ T N |Kl K2 KIks
3 1] [ e — Y B [N

3 s | — | [D@EOO

: e Ry e — | R SR SN N

; was| | ——— o8] lnoom

e psa| | :—— o0l Do
— o2e) (o oogf \Wo o0

0 Select “Weekday”

@ The “Ranges” can assign 12 designated Time-scheduled Outputs. Time zone 1 to Time zone 6 are
on the first page, select from the drop down list for Time zone over 6.

9 From the Relays K1 ~ K4 on the controller, can connect up to 4 different bells.

9 Allow differently the time of trigger bells.

@ From the activated time of relays, can adjust time of bells.

@ Press [ write ]

716EV3 Controller,
Relay Output & DI Input
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7.8 DI Input V.S. Relay Output Connection

T01E Parameter

| Fead || On-line Eeader || Dioor Number | Duress Code || Reader Eelay vz T16E Eelays |
Timne-scheduled Outpnt | DI Input 7.3, Relay Onfput Comnection | Parking Space |

‘:)@1 Input (1-4) |jHN )
@reinic OO0 OO000O
[Resders-s OO OO OOOO

K1-Kdigec) [ [001 ][]0t [1]001 | (1]oot
| (Card Access 7.5, 701E Relay 0-6 Timing 005 ]

o [

0 The controller has 4 Dl inputs, it can activate the controller relays or readers Door Relays that are
selected.

@ If DI input connected to the reader, once the DI input is activated, the reader Door Relays are
activated for a period of time (Door Opening Setting on the reader itself.)

If DI input connected to Relays K1 ~ K4, once the DI input is activated, the Relays K1 ~ K4 are
activated for times that are based on the time setting (001 ~255 seconds) of this menu. As settings,
the DI 1 is activated, the controller Relay K1 is activated for 5 seconds. If the time setting is 000,
then the relay is in LATCH-ON/LATCH-OFF toggle mode, and the situation will be changed until DI
input being activated next time.
Note:
DI-0: It can be NO Momentary (Sink) or Voltage (Source, 12VDC) input, and can be selected by
ON/OFF switch inside of the controller.
DI.2 is exit button input of WG reader port 1 and the K1 is open door relay.

(1) Choose “DI 2” under the menu item.

(2) Click “K1”.

DI.3 is exit button input of WG reader port 2 and the K2 is open door relay.
(3) Choose “DI 3” under the menu item.
(4) Click “K2”.

Note: Active second can be set only when the window is DI 1.

@ Once the cardholder accesses the door successfully, the controller relays are activated for a certain
period of time based on the time setting as above, for example, 5 seconds.

The setting time is 001 — 255 seconds. 000 for LATCH-ON (this function is just suitable for
AR-701E).

@ Press [ Write ].
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7.9 Parking Space
The controller provides parking spaces with All Full or All Empty monitoring functions, assign any one
of the 20 controller relays for its All Full or All Empty indication respectively.

T01E Parameter

(Read || On-ling Reader | Door Number | Duress Code | Reader Relay vs 716E Relays|
| (@-scheduled Outout | DI Input gy, Relay Outout Connection | Parking Space |

Total Parking wpace | 500 E&l&}r for Parking Lot Full (K1

Current Cars Inside [

elay for Parking Lot Empty | K2

©
[ Cisite ) | [ Camcel | =ML

0 Before initiating use, enter total car spaces, total car inside parking lots.

@ And assign All Full & All Empty activated output relays.
However, the function is only applied to the initiating use anti-passback user cards to entry/exit

anti-passback control door.
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8. 821E / 829E Parameter Setting

8.1 Program AR-829E/821EF single-door networking controller location
Assign AR-829E/821EF Node ID, door number & parameter setting by software and keypad.

Before AR-829E/821EF installation, fill up the “AR-829E / 821EF System Setting Table” for the
record. NOTE: See AR-829E / AR-821EF user’s guide for more information.

Set Node ID by keypad shown bellow:

Step1:Press|> |+ [1][2][3][4][5]|[6]+[#]| enterthe “FUNCTION MENU"
Step 2: Enter command 31 to edit Node ID.
Step 3: Return to main menu and enter command 6 to exit FUNCTION MENU.

8.2 How to enter AR-829E/821EF parameter setting

B21E/B20E Parameter setting ] i x|

oo j W hlaster Node I~ Enable Anti-pass
[1 I English Menu I Separity Door Relay
[5 ™ Date Format (DDM T Enable via Master
Alarm Relay [7 ¥ Enable Force Alarm Max Error Tirmes |5_
Wait Delay [1 I Enable Egress Button sy, Owerflow ID_
Arm. Delay |1 " Enable Auto Relock Duress Code
Alarm Clelay [1 I™ Time Zone “ia Door 2277 2777
|taster [123456 I muts Open [Zone:B3) 2737 | [
Arm. Pass [1234 I Auto Disarm (Zone:62
Fringer # [720 " Check Fingerptint M
IDoor Murm |1 ¥ |5 Tirme Attendance ™ On Alarm for Expiry
S | ™ Auto Duty Funcltions " Reset Anti-pass (Zone:61
I” Stop Alarm While Door Clased

—Open Doar wia P.LM. Selection———— |—External Reader Format
\5' Serial Murn + Pl £ PIM Only |(3' WEIE34  ABAID P

*ﬁerjl Part Format /
’76‘!\ M = Pt b B e mm—/

IFAW Version: 6.8 |

‘K‘{‘}R Read From Caontroller 1 Range : ID I?2D

[* Empty Controller Messages g Upload Fingerprint Data

4k Write To Caontroller &x Download Fingerprint Data

i Exit Q Delete Eingerprint Data

0 Click [ Read From Controller ]
Then show factory default.

8.3 How to assign Door Number?

Step 1: Enter Door Number in the “Door Num.” position. Default value is 1, so we suggest that please
assign door number same with Node ID to avoid message is error from controller read in the future.

Step 2: Click [ Write To Controller ].
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8.4 How to change Node ID by software?
Step 1: Enter new Node ID in the “Node Adr.” position.
Step 2: Click [ Write To Controller ].

8.5 How to change master code by software?
Step 1: Enter new 6-digit master code in the “Master” position.
Step 2: Click [ Write To Controller ].

8.6 Time schedule for Door Relay, Wait Delay (Door Close Tm), Alarm Delay, Alarm Relay

Timing 1 Sequence-

Arming is set Check Point A
Timing 1 | Arming Delay Time
Sequence
Arming If TTT =000
Signal Output Level Triggle
A_rming J IfTTT =050
Signal Output = 0.5 Second Pulse Trigger
Arming IfTTT =200
Signal Output Pulse Trigger

2.0 Seconds

After arming is set, the system enters Timing 1 Sequence. Right on Check Point A, the system is in
arming situation and enters Arming Mode.

If door is close, the system engages the Timing 2 Sequences.

If abnormal condition arisen, will cause Alarm, e.g. Door open too long (over allowed time), Force open,
violating anti-pass-back regulation

Timing 2 Sequences-

Timing 2

Sequences Door Relay Wait Delay Alarm Delay Alarm Relay

T

Flashing card OK

v

Arm. Pass: Userpresses | 1 |[2 ][ 3] |4 || #] after access the door, then the unit will toggle the
arming/disarming mode. Default value: 1234 (4-digits).
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8.7 How to change standby mode’s title on the LCD display?
Step 1: Click [ Idle Screen ].
Step 2: There are two rows can be written on the LCD display. Then click [ OK ] to exit.

[Welcom to SOYAL]

0K Cancel

Step 3: Click [ Write To Controller ].

8.8 Duress Code

User can assign up to 4 sets of Duress Codes for AR-829E / AR-821EF. Instead of user Card Code,
input Duress Codes on the keypad for access, computer will instruct to open door, at the same time a
message will be sent for help.

8.9 Daily Time Schedule

The AR-829E/AR-821EF controller can support one set of bell,
for example, company factory Regular On Duty, Off Duty,
Break Out, and Break In bell.

From Alarm Relay on the controller, up to 12 designated Hreak Oul
Time-scheduled Outputs can be set per day, 7 days a week. ek
000 means no activated time. The activated time of relays Off Duty
ranges from 001 ~ 250 seconds. As indicated below: Over T. On =]
Over T. Off

@ sclect “Weekday”.
@ Alow differently the time of trigger bells. £7
From the activated time of relays, can adjust time of bells. \ |00:00 _J

© Click[Yes]. L
00:00 =

00:00 =

Note that if time attendance depends on function key of the
Controller, this function supports auto-run duty as the right table. Yes
For example, enter 8:00 in the On Duty position and enter 12:00

Irm
&,
S

In the Break Out position, when it is 8:00 O’clock on Monday,
It will show Duty:0 on the LCD display of the device, until 12:00 O’clock, LCD display will change to
BRK:0 status. It is convenient that user don’t select duty via function key before flashing card in the
status when time attendance depends on function key.
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8.10 Other function

(1) Empty Controller Messages: Clear all messages on AR-829E / AR-821EF controller.

(2) Master Node: Choose this item if it is a Master. There must be only one master controller
for all the controllers in the system. It is for using com port diagram. If it is for using Ethernet
diagram, you must click this item for all controller in the system.

(3) English Menu: Choose this item, LCD display will be shown in English.

(4) Date Format (DD/MM): Once this item is chose, the date format will be switch from
MM/DD/Hour/minute/second.

(5) Enable Force Alarm: Once this item is chose, when door is open via forced open action in the
disarming mode, alarm relay will be triggered active.

(6) Enable Egress Button: Once this item is chose, user can access the door via press push button.

(7) Enable Auto Relock: Once this item is chose, door sensor feels the door status is close, it will
auto re-lock.

(8) Auto Open (Zone: 63): Once this item is chose, the AR-829E / AR-821EF will be in LATCH-OFF
mode based on the time periods specified on the Time Zone 63 and other linked Time Zones if
any. Note: Once the Auto Open Timing is beginning, the door relay of this reader will be in
LATCH-OFF mode after the first access. The door relay will automatically activate at the end of
this time period.

(9) Auto Disarm (Zone: 62): Once this item is chose, the AR-829E / AR-821EF will be
automatically in Disarming or Arming based on the time periods specified on the Time Zone
62 and other linked Time Zones if any. Note: Once the Auto Disarming Timing is beginning,
the readers will be in Disarming mode until end of the time period to become Arming mode.

(10) Reset Anti-pass (Zone 61): Once this item is chose, the anti-pass-back will automatically
reset and restart. This means to disregard present entry/exit door status of card user and
resume the anti-pass-back feature. The momentary reset time is specified on the Time
Zone 61.

(11) Check Fingerprint: Once this item is chose, user can access the door via flash card +
fingerprint or 4-digit user address + F4 function key + fingerprint.

(12) Is Time Attendance: Once this item is chose, event transactions on the controller will put
into time attendance report. Ex. Daily Time and Attendance Report and Multi-day Time and
Attendance Report.

(13) Auto Duty Functions: Once this item is chose, LCD display of the controller will show duty on
the above right corner.

(14) Stop Alarm While Door Closed: Once this item is chose. User can be disarming by door
closed, when alarm relay is triggered.

(15) Enable Anti-pass-back: Once this item is chose. The AR-829E / AR-821EF and one set of
wiegand reader (AR-721U, AR-721K or AR-661U) will have anti-pass-back function for each
other. Note that card also needs to enable anti-pass-back function by 701 client \ user card edit.

(16) Separate Door Relay: Once this item is chose, WG reader that connects to AR-829E /
AR-821EF can control separate door. Note that this function cannot use with arming function at
the same time.
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Station field will add t ‘Exit’ to distinguish transaction record between AR-829E / AR-821EF and
its slave reader in Daily Transaction Record. Therefore, please notice the following message.

: i 2155l =17 =
§il] File Edit iew Tools Help =17l =
1 |'edz | W3 K1a | |Ee|mr| T Mo ﬁAl@E e |é&D| RE|%F ﬁycl @|Q"I|'®|
Print | Login|  Byent | Doty | Flash [Month| Sura | Users |Group| Ares | Zone | Weds | Holi. | Pictore| Dnld | Tooks Para...
Index | Time l Station | Mum | Mame l TgerID l Department I Status |
0052E 213816 Gate (M1E)Egress
0053E 213827 Cate (16 Egress
005414 213854 01 1 (L20Login - Server
0055E 213914 Grate 0001 Teom Sales (W39 Access by FingerPrin
Q056E 213222 Gate Qoo1 Teom Sales (39 Access by FingerPrin
0057E 213932 Gate ool Tom Sales (WE0 Anti-passhack error
0058E 213832 Gate 0001 Tom Sales (WE0) Anti-passback error
0059E 214013 EXT Gate 0001 Tom Sales (WBE0) Anti-passback error
00&0E 2140:13 EXT Gate 0001 Tom Sales (WE0) Anti-passback error
00&61E 21:40:20 Gate 0001 Tom Sales (39)Access by FingerPrin
00&62E 214257 Grate 0001 Teom Sales (39 Access by FingerPrin
O063E 214257 Gate Qool Tom Sales (MWE0) Anti-passhack error
0064E 214257 _Gate 0001 Tom Sales (MWE0)Ant-passhack error
0065E 214324 EXTGate oodTransadtion record come fronfalxiliatEViGrraaderr:
0066E 214324 EXT Gate éf AR-@EQE Sales (M30) Anti-passback error
00&67E 2143320 EXT:Gate 000 ot Sales (B0 Anti-passhack error
006RE 214320 EXT Gate 0001 Teom Sales (ME0)Anti-passback error
O0ESE 214322 EXT:Gate ool Tom Sales (MWE0) Anti-passback error
0070E 2143732 EXT:Gate 0001 Tom Sales (MWE0)Ant-passhack error
0071E 214339 Gate 0001 Tom Sales (W39 Access by FingerPrin
007zE 214358 __0a1 noo Tom Sales (1d53) Enter/Exit Edit Mode
0073E 214359 Crate . 143 Arming
0074E 2144:09 Gate ~mJransactign record come fromsﬁeR'BzéﬁzmAccess oy FingerPrite
0075E 214409 Gate 0001 Teom Sales (WIE0)Anti-passhack error
Q076E 21:44.09 Gate Q001 Teom Sales (WE0) Anti-passback error
0077E 214442 Crate (I ** A arming ¥+
0073E 214457 EAT Gate 0001 Tom Sales (WE0) Anti-passback error
0079E 214457 EXT Gate 0001 Tom Sales (WBE0) Anti-passback error
0080E 214459 EXT Gate 0001 Tom Sales (WE0) Anti-passback error
Kl | ;I‘J
| @ TRANSACTION RECORDS20040128 msz Iﬁ Default.pic I @ TRANSACTION RECORDE20031117 msg @ TRANSAC TION RECORDS20031215 meg ]
PressFl for HELE [ [N [140E1s

(17) Enable via Master: There are 5 user cards, started from user address 0000 to 0004, to enable
or disable “ Door Access ” function. The feature is used for those companies that need
someone in particular to enable or disable reader with “ Door Access ” function everyday. The
person must be on duty in the earliest and off duty at the latest. The employees can access
door to work after this function has been generated; when disabled, the employees cannot
access door anymore.

Controller operating method: After flashing card, pressing |F1| function key within 2 seconds,

will enable or disable the function.

[ Enable ] Reader — It only can enable under the access mode by flashing card.

[ Disable ] Reader — It can enable both under the access mode by flashing card or pressing
5-digit user address + 4-digit user Code.

Note that be sure to press |F1| function key after flashing card, otherwise, there will only be as

general transaction records.

Such as below illustration:

Qo0& 035356 nz 1 (L2 Logn

0007k 035322 nz 1 (L3213 Logout

N015E 0g:55.4z 001 :Foval Hovel 000 B rew i+ 11 ormal Locess
N016E 03:55:43 001 :Faaral Howel a0 A nd reyy 11N ovmal Aooess
N017E 0g:55:49 __mn1 aan TEN i) eader
Q0o0Skd 03:56:04 02 T WP L P

0009k 03:5a:07 nz 1 (L21)Logout

Note that there will only be enable / disable reader records on the Daily Transaction Record.
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(18) Max Error Times: Keypad will be locked for 30 seconds, while continuous “N” times error
operation for PIN Code & Master Code. Default: 3 times, N: 0-9, if you don’t want this function,
you can enter “0” to cancel this function.

(19) Msg. Overflow: The storage of messages of controller AR-829E for 17,000 records and
AR-821EF are 1,1000 records. While the PC is on OFF-line status, the numbers of present
messages will be shown on controller LED display. For example, the 829E is off-line with PC, it
can stores 17,000- transactions within its memory chip and upload those transactions (Datas)
automatically to the PC when ever the PC link is established, this way the reader creates new
space for recording new transactions. If, its memory is full, the latest ones will replace old
transaction. It means it is not necessary that the PC must be "ON" always to keep records of
every transaction. The [ Msg. Overflow ] feature is used to remind user open the PC to poll
messages by the device sounds beep after user flash card every time when message storage
is high than the presenting numbers (if it is set 10,000). If you don’t want this function, you can
enter “0” to cancel this function.

(20) On Alarm for Expiry: Once this item is chose. When someone flashes overdue card on the
device, alarm relay will be triggered.

(21) Open Door via P.I.N. Selection: It is good for the access mode of Card or PIN.

Usually, if you select card or PIN access mode, user can access the door by just either flash
card or entering 5-digit user address + 4-digit PIN + EI for Serial Num + PIN Only selection.
If you click this selection for PIN Only, user can access the door by just either flash card or
directly entering 4-digit PIN.

(22) External Reader Format: AR-829E / AR-821EF can be external one set of auxiliary reader for
WG26/34 format (Default) or ABA10 format.

(23) TP1 Serial Port Format: Universal serial port supported for LED display, printer, lift controller,
etc.

(24) Upload Fingerprint Data: We can deliver every fingerprint from one controller to the pc
depending on this function. Please refer to AR-821EF user’s guide for detailed explanation.

(25) Download Fingerprint Data: We can download every fingerprint to another controller. Upload
/ download fingerprint Data Function are used to save time when we edit many controllers.
Please refer to AR-821EF user’s guide for detailed explanation.

(26) Empty Fingerprint Data: Delete all fingerprint database on AR-821EF. Please refer to
AR-821EF user’s guide for detailed explanation.
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10. Time Attendance

Select Time Lttence Tyvpe i B ﬁ
{= First and Last Record: V' Xes
|
. . D d On Functi
Choose Time Attence under the Setting i, e A Exit
menu item, then as shown right: i aer On Buatem ~
i* 5,000 i~ 10,000 " 15,000 j

Duty Start Time  [p3:59 =
w Download clock to reader while program start D
[ Backup Message File To Second Path

0 There are two types of Time & Attendance that selected in the Time Attendance. Please select
either one for your Time & Attendance type.

(1) First and Last Record: The system will treat the first record (first record after 4:00AM) and last
record (last record before 4:00AM next day) of the day as employee TIME-IN and TIME-OUT
respectively.

(2) Depend on Function: There is Function Keys on the reader and can set Regular Hours
TIME-IN/TIME-OUT, Temporary TIME-IN/TIME-OUT by just press the right Function Keys for
Time & Attendance Records.

The software doesn’t support 3 shifts, however, it provides with overnight function.

[” Call the Process while Startup

@ Click Maximum User On System depends on your requirement.
Don’t change any more once choose it.

@ Mark [ Download clock to reader while program start ! ].
Press [ ok ]

Other function:

(1) Duty Start Time: The on-duty time will be treated as same day if the TIME-OUT is over 24:00PM
and before 03:59AM next day.

(2) Backup Message File To Second Path: Usually, we put daily message into the default path
C:\Program Files\701 Server if user doesn’t change the path when installs software. This function is
used to daily message also be backup to another path in the same time. How to do? Just click it and
direct the path which you want to backup.

(3) Call the Process while Startup: If you want to execute 701 Server, wake up another program (ex.
701 Client) in the same time. Just click it and direct the path that you want to wake up program.
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11. Message Import

It is good for some company locate its branch office that installs proximity reader in the suburbs that
there is no Ethernet area. We can take notebook to receive daily message to here in regular time.
Because parent company also installs proximity reader, it will also generate daily message every day in
the path C:\Program Files\701 Server. Daily message file of branch office (hereinafter referred to as B)
cover daily message file of parent office (hereinafter referred to as A) in order to avoid import message.
We need to open one folder for “B” in advance in the “A” path C:\Program Files\701 Server

For example, we put “B” 20021001.msg, 20021002.msg and 20021003.msg to the folder named branch
office. Then we import these messages one by one via Message Import under the Setting menu item.

The steps as follows:

Look in: | Gl 7015 erver LI 4 =5 - Laok in: | 3 Branch offics x|« i
Edzo0zio0l.msg  EAZO0ZI007.msg  EAZ00Z1014, = 20021001 msg
BAzo0z1002.msg  BAz00z10058.msg B 20021015,
BAzo0z1003.msg BAzo0zio09.msg A 200z1016.
A 20021 0p =2 L010.msg B 20021017,
B4z0070603MsG BAzonpig| TvPe: Outookltem by noo E4zo0ziois.
S et Size: 1,17 KB o
EAzo0z0e04.M5G B 200210 12.msg  EAz0021019,
ol | 3
Filename:  [*msg Open l 20021007.msg ) @x Open ’
Files of type: IMessage Filef* rrsa) ﬂ Cancel | Files of type: | Message File*.msg) =] Cancel |
[ Open as read-only ™ Open as read-only

0 Click “Branch office folder”.
@ Click the message that would like to import one by one.

@ Click “Open ”, then message is import immediately to the file 20021001.msg of parent company to
combine one file.

The difference between before import and after import shown as follows:

# F01Client - [TRANSACTION RECORDS20021001.msg]

@File Edit  Wiew ‘Windows Setting Tools  Help

Sl |ledz | W3 (14 u' .6 7| By Mo A .B (¢ |4=D| EHE iF whG & ral =

Print | Login |  Event | Dty | Flash | Month| Sum | Users |Gronp| Area | Zone |Wodk | Holi. | Pictre| Dold | Tools
Index | Time l Station | [Muri ! Tarme ! UserlD l Department ! Status

0000mM 19:13:49 — ! 5 {L21)lagout  Clisnt
o011 19:14:01 Before import the message of branch office tzean cient
000z 03:14:34 G F (L2lllogout  Client
0003 08:14:40 a9 soyal (L20iLogin  Client
O004E 0F:14:48 Soval Hotel onn4 Jack 1005 Dep_05 {M11)Mormal Access
000sE 0814149 Saoval Hotel 00os Caven 1006 Dep_01 (M11)Mormal Access
000&E 03:14:51 Sowval Hotel 0003 San 1004 Dep_05 (M11iMormal dccess
0007E 08:14:52 Sowal Hotel 000z David 1003 Dep_03 (M11iNormal Access
0003E 03:14:53 Soval Hotel onni Tom 100z Dep_03 {M11iMormal Access
O009E 18:46:01 Soval Hotel oo0g Tam 1aoz Dep_03 (M11iMormal pccess
0010E 15:14A:03 Soval Hotel 000z David 1003 Dep_03 {M11Mormal pccess
0011E 18:46:04 Saoval Hotel o003 San 1004 Dep_05 (M1 13Normal Access
0012E 15:46:06 Soval Hotel anns Caven 1006 Dep_01 (M11)Mormal Access
nnt=F 174607 Srweal Hakal Annd Tack 1nns Men N5 111 M erral frcace
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. '_": T01Client - [TRANSACTION RECORDS20021001.msg]

-18]x]

il Fle Edt Ve Windows Seting Tooks e 28] x]
21|92 B3 ({14 (115 |Ee|@7| Bs Mo EEA.B fic|ad| EE $F PG| & 81 5

Put | Login | Bvent | Doty | L Mosh{ S | Uses |Group| e | Zone Woek | ol | P | Dnld Pan..

Inde | Tire | Station | i | Name | LserD Depattment |Status |Detai| =
0o00m 19:13:49 9 soydl (L21)ogout Clint

iy 1314:01 02 ! (L20)Logn  Clent

0oz 05 14:34 02 ! (L21)Logout Clint

Do03m 01440 9 syd (L20Logn Client

D004 0 144 Soyal Hotel 0004 Jack 1005 Dep 05 (W11 )Normal Access

N005E 051449 Soyal Hotel 0005 Caven 1006 Dep (1 (ML )Normal Aceess

D0DEE EH Soyal Hatel 0003 5an 1004 Dep 05 (ML 1 Normnal Access

D007E 01452 Soyal Hotel 000z David 103 Dep 03 (ML )Narmal Access

N00sE EIE 14 53 Soydl Hotel 000t Tom 10z Dep 03 (W11 ]Normal Access

D003 Dep 03 (ML )Normal Aceess

we s Ater import the message of branch office W (Ao

0014 16i46:04 Soyal Hotel 5an 104 Dep 05 (ML )Narmal Access

00ize 184606 Soydl Hotel (aven 1006 Dep 01 (W11 )Normal Access

0013 1Bi46:08 S0yl Hotel Jack 1005 Dep 05 (ML )Normal Aceess

D014 16u46e27 (L200ogn Server

0015E ' Raval Hovel (ML )Narmal Access

D01EE Roval Hoyel 0007 (M1 )Normal Access

0017E Raval Hovel oot Tom 10z Dep 03 (ML )Narmal Access

0015 0B40:52 Raval Hoyel 000z David 1003 Dep 03 (ML 1 Notmnal Acoess

D019 0B40:53 Raval Hovel 0005 Caven 1006 Dep 01 (ML )Narmal Access

D020E 04055 Raval Hoyel 0004 Jack 1005 Dep 05 (W11 )Normal Access

O02LE (3:40:56 Rawal Hoyel 0003 5N 1004 Dep 05 (M1 )Normal Aceess

0022 134%:18 Raval Hoyel 0004 Jack 1005 Dep 05 (ML 1 Notmnal Access

0023 1349:22 Raal Hoyel 0004 Jack 1005 Dep. 05 (M1 )Normal Access

0024 1349:31 Raval Hoyel 0004 Jack 1005 Dep 05 (W11 )Normal Access

D0Z5E 1354:37 Raval Hoyel 0003 5N 1004 Dep 05 (ML )Narmal Aceess

D02¢E 1315444 Raval Hovel 0003 5an 1004 Dep 05 (ML 1 )Normnal Access

D027 140035 Raval Hoyel 0004 Jak 105 Dep 05 (ML Narmal Access

0028E 14:07:16 Raval Hoyel 0004 Jack 1005 Dep 05 (M1 1 )Normal Access

D029 14:08:0 Roval Hoyel 0004 Jack 1005 Dep 05 (ML )Normal Aceess -
D030 14:0%:23 Raval Hovel 0004 Jack 1005 Dep 05 (ML 1 Normnal Access

0031 14:11:30 Raval Hoyel 0004 Jack 105 Dep 05 (ML )Narmal Access

0032E 141153 Rawal Hovel 0004 Jack 1005 Dep 05 (11 ]Normal Access

D033 14:12:00 Raval Hovel 0004 Jack 1005 Dep 05 (ML )Normal Aceess

0034E 14:16:24 Rawal Hovel 0004 Jack 1005 Dep 05 (M1 IMormal fceess

D035 Raval Hoyel 0004 Jak 105 Dep 05 (ML )Narmal Access

D03¢FE Raval Hoyel 0003 5an 1004 (W11 )Normal Access

D037 Raval Hovel ! (ML1)Normal Aceess

D035 Raval Hoyel ! i (ML 1 Notrnal Access

D039 16 42 i Dep 03 (Mll)Nurmal focess v
; of

_ﬁ Defaultpic _ﬁ TRANSACTION RECORDS20021001 mg

Press F1 for HELP

MM [15:46:43
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12. Change the picture that enter 701 Server

oCSO YAL

=lof
File Setting Yiew Help

1 &2 3 l2dp

Com * |ihe| T | % ?15 329 25| toc| *

Ready WM ovR 2

The function: Put the logo of the company in the window of entering 701 Server.
0 Save company Logo to “server.omp.file”.

@ Put server.omp file into the path C:\Program Files\701 Server\
@ Re-login in 701 Server > you will find that company logo will be instead of default earth plan.

31



